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NDI S.A. is a Polish capital-based developer and building 
company, which has been working as a developer, 
general contractor, investor or co-investor and performing 
investment projects in the real estate and infrastructure 
market for more than 23 years. Our portfolio covers the 
construction of hotels, offi ce buildings, including the head 
offi ces of prestigious insurance and bank institutions, 
as well as residential and commercial facilities.

NDI S.A. with the full Axence nVision® suite

NDI S.A. is one of those companies whose IT infrastructure is constantly undergoing 
changes as subsequent company branches are set up throughout the country. Thorough 
information on the company’s hardware and installed software was hard to get. 
Furthermore, investments in such a broad area required the introduction of data security 
procedures. An analysis of solutions offered by different competing companies in the 
scope of customer needs and the application tests which were performed, convinced 
us that Axence nVision® would be the right solution for this client.

Aleksandra Olczyk, Key Account Manager at VIDA

Having analyzed the market in detail, we decided to purchase and implement all 
of  the nVision system modules. The system provides solutions to most of the issues 
concerning the infrastructure and data access security. Additionally, Axence® declared 
its willingness to collaborate on fi nding solutions for ongoing problems.

Wojciech Mysiak, IT Director at NDI S.A.

Effects
One of the fi rst observed effects of the implementation of the new software 
was how the system administrators’ work got easier with the ability to control 
and intervene in users’ desktops. As was expected, the administrators also 
gained access to knowledge on the devices connected within the network; 
the installed hardware and software database was centralized, and the 
reported issues are now solved in a quicker and more effi cient manner. 
Another feature, which turned out to be highly important, was the permanent 
software audit combined with reporting.

Problems to be solved
Along with the dynamic growth of NDI S.A., the corporate network, covering both the head offi ce and a number of company branches throughout 
the country, also expanded. Over time several issues emerged, mostly related to the control of hardware and software IT resources. Additionally, 
the security policy adopted in the company called for compliance with strict criteria related to data protection against leakage and unauthorized 
access.

Expectations
With the need to improve data security in mind, the 
company decided to consult with ICT infrastructure 
management experts. Through collaboration, the existing 
situation, company requirements, and the provisions 
of the security policy were analyzed. Based on these 
consultations, the decision was made to implement the 
full Axence nVision® software suite.


